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1.An administrator wants to make sure their servers are protected against zero-day attacks. 
Which FortiADC feature would they configure to accomplish this? 
A. Advanced health checks 
B. Advanced WVS 
C. Signature-based IPS 
D. Advanced WAF 
Answer: D 
 
2.An administrator has configured all the back end servers with a maximum warm-up state rate.  
Under which two conditions is the maximum rate enforced by FortiADC? (Choose two.) 
A. As long as a server keeps replying to the health Check 
B. When multiple health check methods have been configured for a server and some of them are failing 
but at least one is up. 
C. When the status of a server is set to Enabled from Maintain of Disabled 
D. During a warm-up period, when a server is back online after a health check downtime 
Answer: C, D 
 
3.Which are two advantages of TCP multiplexing? (Choose two.) 
A. it reduces the number of TCP sessions that the server 
B. it allows FortiADC to balance a client TCP connection among multiple servers 
C. A new client connection does not need to wait for a new FortiADC-to-server connection 
D. It reduces the number of TCP sessions that clients need to establish 
Answer: AB 
 
4.When configuring a FortiADC configuration backup, which two options are available for designating a 
storage location for the configuration file? (Choose two.) 
A. DSSH 
B. FortiADC local storage 
C. Local PC/Server 
D. FortiCloud 
Answer: B, C 
 
5.An administrator is running the following sniffer on FortiADC: 
Diagnose sniffer packet any ‘’port 80’’ 2 
What two pieces of information are included in the output of the sniffer? (Choose two.) 
A. IP payload 
B. Ethernet headers 
C. Port names 
D. IP headers 
Answer: A, D 
 
 


